CONSOLIDATION

SITE INFORMATION CHECKLIST

(DRAFT)

TimeLine of Events:

1. Site Downloads Checklist and accompanied spreadsheets (User_Template and Printer_Template). Complete and send checklist and spreadsheets back to ifs@sdcl.lee.army.mil. Note: these items can be returned as soon as completed but no later than 21 days prior to conversion.

2. Site downloads and reviews MOU. MOU will be coordinated with conversion team and completed 7 days prior to conversion. 

3. During the conversion effort, the site will provide a site POC to be available during the entire process. Some after hours support may be required. 

4. When checklist is returned, IFS customer support will open a call to track conversion effort. 

5. After the checklist is returned, the conversion team will contact the site POC to discuss any site unique issues such as interfaces with COTS products.

6. Site POC will provide IP addresses that need to be given to local DOIM for inclusion into firewall rules. This action needs to be done no later that 7 days prior to conversion. 

7. If desired, site will need to setup a Service Order Standalone machine to capture Service Orders while the database is being transferred. Setting up of Service Order machine needs to be completed 7 days prior to conversion. 

8. Prior to conversion, the site POC will be required to load a Citrix thin client product on all desktops needing access to the system (IFS, WINEST, Supply 2000). Note: The site POC should ensure that they have the necessary permissions to load software on desktops. Site POC can start this action as soon as the checklist is returned.

9. LogData will contact site POC prior to conversion to assist site with migrating Supply 2000 to hosting facility. 

10. Conversion will start on the agreed date. The database will be unavailable for 6 hours. The users will then be added to the database with the Service Order clerks being added first.

11. Conversion effort should be completed within 4 days, after which, the conversion call will be closed and the site will fall under normal customer support procedures. 

To expedite the centralization of IFS databases to Fort Lee, the following information must be gathered:

1. Main Point of Contact at Site:

NAME:     ____________________________________________

PHONE:   ____________________________________________

E-mail:      ____________________________________________ 


     Call ID for CAO: ________

2. Point of Contact to receive SVD reports:

NAME:     ____________________________________________

PHONE:   ____________________________________________

                E-mail:      ____________________________________________

     Mailing Address:  _____________________________________

3.  Access to current system:

IP Address:  ________________

SYSMAN and PASSWORD for Database: ________________________

Regular User SIGNON and PASSWORD:  ________________________

What is the Current Version of IFS on your server: ________________

4. Number of IFS users:  ___________

5. Number of concurrent users (estimate):  _________

6.   Number of work estimating users:  ___________

7. List IFS users on the spreadsheet provided.  List IFS users by function (IFS, Supply, Work Estimating, Additional Telnet users, Service Order).  If Site has no SA or if site uses e-mail printing, include e-mail address for each user for broadcast messages. Also please get the security clearance for any user requiring special access to the site’s data. For example if the site POC needs to have ops$ifsm access to go directly to the database, then in accordance with AR 25-2, this user needs either a secret or an NACIC or NAC. You may need to contact your local Security officer.   

8. Do you use any of these products?

WINEST  _______      
   Number of users:  _________

Supply 2000  _____   
   Number of users:  _________

Oracle Discoverer  ____
   Number of users:  _________

9. Do you use other products that interface with IFS?  _____

List product and number of users.

Ex:  Maximo, ODBC

 10.   WHAT TYPE OF INTERFACES USED:

a. RPLANS Use/Interface  ______

b. Financial:  ____________________

Examples:   STANFINS, DJAS, TeamUp, SDS

c. IEIS     ____

d. DPAS  ____

11. Provide schedule of Interface submissions.  We will handle interface files according to IFS procedures outlined in IFS Help.  If you handle the submissions in some other way, please include the procedures.

12. What batch processes do you run for EOD and how often?

13. Coordinate with local DOIM to have ports 515 for printers and 1494 for CITRIX Metaframe opened.

14.  List Printer information on the spreadsheet provided:

List make, model for all printers.

List the IP address for the printer device attached to the network (i.e. Desktop the printer is attached to, the printer server, or network in the printer)

Provide a listing for the printers defined on your IFS Server. To obtain this information:  log on to the server as sysman and run the command lpstat –s > /tmp/prtlst. You can then move the output file /tmp/prtlst to your desktop using FTP and send the output along with this checklist. 

Identify the EOD default printer.

How is the printer attached to the network (i.e. slaved off a Desktop, attached to a print server, or attached to the network directly)?

15. Service Order Stand Alone (SOSA)

Download of validation tables should be done and then connection information set up to point to Fort Lee server.  Begin planning to set up SOSA if not already available.  This will allow site to enter service orders while migration of database is in progress.  Instructions for SOSA are included in IFS Help.  If site chooses not to establish a SOSA computer, conversion can continue with site manually capturing Service Orders during the conversion process.  Downtime due to conversion could be up to 6 hours. 

16. The CITRIX thin-client instructions are provided to each user who needs to access the hosted database.  These instructions are on the IFS web site.  An AKO account/password is required to access the IFS web site.  Starting in January 2004, all users will need an AKO account/password to access the IFS Application Server through the IFS web site.

17. Do you have secure e-mail?  If so, passwords can be encrypted when sent to site.

18. If you are using or are going to use CMS, please identify what, if any, products (name and version number) you will be using to create attachments within CMS (i.e. AutoCAD).

