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What ports do I need to open for printing?
Ensure that port 515 is open at the site’s firewall for in-bound TCP printing. The DOIM will need to know the source IP address and the destination IP address for TCP print jobs. To verify the site’s data server IP address, the site can contact the Fort Lee hosting facility. The site POC will need to provide the IP address for the destination printer. The destination IP address can be for a network direct printer, print server, or the IP for a desktop acting like a print server. 
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What is the Integrated Facility Systems (IFS)?

You can learn more about the Integrated Facility System reviewing the information located at the following link. NOTE: The site requires an AKO login.

 IFS Web Site
Back to Top
_________________________________________________________________________________

What will be the Roles and Responsibilities during consolidation?
1. The site is responsible for ensuring that the consolidation checklist is completed and returned 21 days prior to the schedule date for the consolidation. Note: To see the proposed date for consolidation, you can log on to the IFS web site at https://ifs.sdcl.lee.army.mil using your AKO account. Select the Integrated Facilities section and scroll to Consolidation news. Scroll to the bottom of the page to click on “Server Consolidation Files”. You can download the Consolidation_info.doc, draft MOA, printer template, and User Template. Please complete the consolidation_info, printer template, and user template as soon as possible. If your checklist has not been sent in, your site will contacted by someone form the consolidation team. Also, at this point, a Customer Assistance call will be opened to capture the site’s consolidation progress. 

2. Once your information has been e-mailed to ifs@sdcl.lee.army.mil, the consolidation team will assign a System Administrator for your site. The SA will contact the person who is listed as the primary POC to verify that consolidation date. If the site needs to change the date or if the consolidation checklist was received 21 to close the date of consolidation, a new date will be coordinated between the site and the consolidation team with concurrence from the IMA Region, IMA HQ and ASCIM. Closer to the date of consolidation, the hosting team will contact LogData to coordinating the consolidation of Supply 2000.

3. During the 21 days leading up to the consolidation, the site will provide the DOIM the port information that is requested in the consolidation checklist. In addition, the SA and the site POC will verify that the ports for CITRIX are open and a test connection can be made on several of the desktops prior to consolidation. Not all desktops need to be tested prior to consolidation but the service order desktop should be tested. In addition, the site will be provided with the their server IP address. The site POC can then provide the DOIM the source IP address and the destination printers IP address to the DOIM in order for the DOIM to open port 515 in-bound for TCP printing. The port will be required for printer that are going to be setup on the Unix data server for printing of server reports such as Service Order tickets. 

4. Seven days prior to consolidation, the site should provide a draft of the MOU. Even though the lack of an MOU will not prevent consolidation, the working draft should be in-place. The draft should spell out the site unique interfaces. The MOU may reference another document that contains supplemental information about site unique interfaces. Updates to this supplemental document can be agreed upon without resigning the MOU. Some suggestions for sections to include in the supplemental document to the MOU are:

1. Interface name

2. Interface description

3. Tables that will reside in the site’s IFS database that are unique to the interface (i.e. temp tables), also include the tablespace that these tables will reside in.

4. Indicate if the interface tables will contain temporary data which is deleted once the interface is complete or will data remain in these tables. Also, if the data is to reside in these tables, does the data need to be included in a backup.

5. Describe the frequency of the interface (continuously, daily, weekly, etc…).

6. How is the interface fired off (scripts, procedures in the oracle db,etc…). Also, please include the name of these programs.

7. Will someone need to log on to the data server to fire these processes off.

8. Identify the IP address for the server that will interface with the IFS data server. Protocol which will be used such ftp, sql*net, odbc, etc….
5. Prior to the date of consolidation, the DBA assigned to the consolidation will contact the site POC to ensure that the DBA has access to the sites IFS server. The DBA will process an EOD on the day of consolidation and transfer the IFS.dmp file up the hosting center data server. The DBA will also transfer the Supply 2000 to the new data server and will contact LogData to build the site’s supply database. 
6. The consolidation of the Ifs database will take approximately 6 hours after which the Service Order desktops will be the first back on the system. Additional connection and initial troubleshooting will occur over the next 4 days. After 4 days, the consolidation call will be closed and the site will call in to open new support calls.

​​​
What will be the Roles and Responsibilities after consolidation?

1. After consolidation, the hosting center will assume operations for the server. There will several functions that a site will be responsible for (either by coordinating with the hosting center or using the functionality of the application). The application will be modified to allow the sites to do the following function in the near future. The functions site will be responsible for are:

a. Responsible for data integrity. The site will still have access to their IFS database as ops$ifsm.  

b. User management. These functions include adding, deleting, and changing users account including passwords. Currently the site POC will contact the hosting center about adding or deleting a user. The site is currently responsible for assigning and changing a user’s password.

c. Scheduling when EOD is run. Currently the site POC contacts the hosting center to process End of Day. The IFS application will be modified to allow a site POC to process an EOD. The hosting facility will continue to establish a CRON job to process an EOD daily for the site. 

d. Processing an Interface. Currently the site POC will contact the hosting facility to run an interface. The software will be modified to allow a site POC the capability of running an interface.

e. Other functions that will be run by a site POC are: Configure Supply OMA Funded defaults, Job Scheduling, Functional Role Privileges Report, Reset Document Serial Number, Adjust Foreign Currency Conversion Rate, and Task Code Utilization.

f. There will need to be a site POC to assist the SA’s at the hosting center in troubleshooting connectivity/ printing issues.

2. The hosting center will assume the following functions:  



     a.  Back and Cooping site’s data


                b.  Applying IAVA and patches



     c.  Run data purges/data reorg (only when formally requested by site)

d. IFS Auditing

e.  Loading packages

g. Upgrading hardware and Executive software
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What are the network/firewall requirements for the IFS systems?

The IFS systems utilize the Citrix ICA (Independant Client Architecture) protocol to provide access to the system.  In order for a user to properly connect to the IFS systems using the ICA protocols, Port 1494/ TCP must be cleared for two-way communication through the firewall at the user's site. If your DOIM requires a range of IP addresses, the IFS server farm will fall into the 132.159.16.0 range. In addition, Port 515/TCP should be open for in-bound communications for any IFS printer which prints reports. Your local DOIM/Helpdesk staff will be able to assist you with any changes that will be necessary. 

Back to Top


 
When I try to access the Application I get “You do not have the proper encryption level to access this Session” What Do I do?

[image: image2.png]Q- © 1 B O] O Forons @i @3- 2= LUJE O

ez €] it sl s, rmy ilixofuse 1 7fogin.osp

Hosted Applications

Welcome to the IFS Application Portal

Please log in

« Tolog in to the application portal, type your user name, password, and
dormain name in the boxes at left

« click the Log In button to log in

If you do not know your login information, please contact your help desk or system
administrator.

IFS Application Portal Message Centere

The NFuse Classic Message Center displays any informational or error messages
that may oceur,

A you do not have the Citrix 1CA Client (activex) for 32-bit Windows installed on
your system, you must install the ICA Client to launch the applications

Select the icon below to install the ICA Client.

84 Citrix ICA Web Client for 32-bit Windows
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Check your connection setup. It should be set to 128-bit encryption, if the connection does not allow you to change to 128-bit encryption you probably have an older client and need to upgrade to the latest Citrix client. Recommend accessing the IFS Web site through the Internet at https://ifs.sdcl.lee.army.mil. You will be required to login using your AKO account and select the Integrated Facility link. Then select IFS production link and select CITRIX ICA Web Client for 32-bit Windows. Then open the application to install the latest Citrix client. This will require Microsoft Internet Explorer 5.5 or greater.

Back to Top


When I try to access an application I receive an ICA File Not Found error message.



[image: image3.png]



This error can be caused by two different scenarios.  First, if the Do Not save encrypted pages to disk option is selected in your Internet Explorer software, the appropriate file cannot be written to your hard drive and the client has nothing to open.  To fix this problem, complete the following steps. 

· In Internet Explorer select go Tools > Internet Options 

· Select the Advanced tab 

· Beneath the Security section of options, uncheck the option called Do Not save encrypted pages to disk 

The second potential problem is that there is an excessive Internet cache.  On Windows computers with large hard drives, the Temporary Internet Files folder used by Internet Explorer can become excessively large, causing too much of a delay in the time required to save and launch the appropriate files.  To fix this problem, clear your browser cache by completing the following steps.

· In Internet Explorer select go Tools > Internet Options 

· Select the General tab 

· In the Temporary Internet files section of options, click the Delete Files button. 

· You may also want to click the Settings button to decrease the amount of disk space to use for the Internet cache 
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When I try to access an application, the boilerplate[1].ica file opens in another application (e.g., Notepad) or I am prompted to save the boilerplate.ica file.  What do I do?
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The File Association for the .ICA file extension is not properly configured.  To modify the .ICA file extension, complete the following steps.

· Open My Computer and select the Tools Menu 

· From the Tools Menu, select Folder Options > File Types 

· Locate the ICA file type extension and change it to open with the Citrix ICA Client Engine (c:\program files\citrix\icaweb32\wfica32.exe) 
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I still receive the Security Alert box after installing the certificate!  What can I do to resolve this issue?
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Internet Explorer does not currently recognize DoD certificates. Even though the certificates are trusted at the first logon security alert, the browser does not actually accept the certificates and will continue to prompt the workstation at each subsequent logon.  To install the appropriate DoD Root Certificates into your Internet Explorer browser, you can either use the InstallRoot utility which is available at CONUS Theater Network Operations and Security Center (CONUS-TNOSC) or follow the Download the DoD Certificate procedures on the AKO Web site .
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I can't save files to my local drives (e.g., A:, C:, ...)

When you first logon to the IFS systems, you are presented with the ICA Client File Security dialog box.  If you want to save files to your PC, you must select Full Access from the ICA Client File Security Screen.  If you selected No Access, or Read Access you will not be able to write to your local disks. 

If you are NOT prompted during the logon process and want to change this setting, delete the webica.ini file, logoff the EIS system, and close your Web browser.  The next time you start the browser and connect to the EIS system, you will be prompted for the level of access.  Make sure you select the Full Access option when prompted.

The webica.ini file is usually located in the Windows root directory (e.g., c:\winnt, c:\windows).
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I receive a Save As dialog box for boilerplate.ica after selecting the application.  Why?

After selecting the application from the welcome screen, I receive the following dialog box prompting me to save the boilderplate.ica file.   What should I do?
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To resolve this problem complete the following steps.

From the Internet Explorer window select the Tools menu and select the Internet Options menu item.
Select the Advanced tab and scoll to the bottom of the Settings window.
Under the Security section there will be a setting for Do no save encrypted pages to disk.  Remove the check box from that setting.
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What information/ SOP’s are provided to the Site POC after Consolidation?

The IP address of the server for "telnet" usage is:  132.159.16.____.

The IFS database oracle sid is :  "______"

The Supply database oracle sid is:  “______”

The database name for the IFS screens is:  _______________

The tnsnames entry is:  ifs-______   (ex:  ifs-tby)

The users will log into CITRIX and be prompted for the old password (Newuser123 for all users) and new password (user provides or site POC provides; it's however the site wants to handle password assignments).

To get to the IFS screens via the IFS Web site, enter:  

URL:  https://ifs.sdcl.lee.army.mil/IFS
Click on “IFS Production” link.

Enter AKO login information.

Click on “DPW Applications” link.

Click on appropriate Application icon.  

Work Estimators/telnet:  click on "Telnet" link in the DPW Applications link.  Use the IP address below to connect.  Use their spreadsheet login name with "Newuser123".  Pick the ORACLE SID "____".  Enter "ifs".  We hope to set up their profiles to automatically pick their ORACLE_SID.  

Keyboard Remapping for Work Estimators:  In the session that is open for telnet, go to Session, Properties, Keyboard tab.  In the keyboard remapping file block, 

enter “K:\ifs\exec\genbin\Est.kyb”.  The AF keys are implemented by using the Ctrl F key  (ex;  AF4 = Ctrl F4   AF6 = Ctrl F6)

Stored Queries/Ad Hoc Queries:  If a user wants to spool a file, they may want to spool to their hard-drives (ex:  spool c:\myresults) or have spool go to the default (z:\ifsdata).  

The database password for ops$ifsm is <provided to site POC by hosting DBA>.  To change for your site, login into the IFS screens as “ifsm”, go to Stored Queries, go to Ad Hoc; enter “passwd” to change “ifsm” password.

The RPLANS query is now listed in the STORED QUERIES list.  You may run this anytime you wish.  It puts the 5 .dat files on a user’s c: drive in a TEMP folder (the files are spooled to c:\temp).  Ensure there is a TEMP folder and with correct permissions to write to that area.  When you "Run Query", click "Submit Report" only.  The screen flips to ORACLE and, once back to the Stored Queries screen, the 5 .dat files should have been written to the user's c:\temp folder (ex:  customer.dat).  

Attached are instructions to ftp/archive A40AKB (DJAS) file.  You may change this according to how you do your business.  

STANFINS procedures
User passwords in ORACLE/IFS Screens are "abc" and should be changed.  Once the user is in the IFS screens, go to Stored Queries drop down, to Ad Hoc, and at the sqlplus prompt, enter "password".

User passwords in UNIX/telnet are "Newuser123" and should be changed.  Once the user is at the UNIX prompt, enter "passwd".   If site POC is to handle the password changes, then enter “passwd ops$XXXXX” (where XXXXX is the user’s name).

Locked passwords:  

If a CITRIX password gets locked because of three unsuccessful entries, the account will unlock after 15 minutes.  


If an IFS screen (Oracle) password becomes locked after five unsuccessful entries, go into sqlplus as ops$ifsm, enter:  



alter user ops$XXXX account unlock;

We are trying to ensure passwords are in accordance with AR 25-2.  The CITRIX might require you to enter first letter capital alpha, two numbers, two special characters.  The ORACLE passwords should include special characters, but we know ORACLE does not like "&", "*", "@".  

To view user account information:  Telnet to the server via DPW Applications link.  In sqlplus as ops$ifsm, enter:  



@/work/acct/sysman/userinfo1.sql


or 
@/work/acct/sysman/userinfo2.sql


or 
@/work/acct/sysman/userinfo3.sql

To check user's logged in:  In sqlplus as ops$ifsm, enter:  



@/work/acct/sysman/show1.sql


or 
@/work/acct/sysman/show2.sql


or 
@/work/acct/sysman/show3.sql


or 
@/work/acct/sysman/show4.sql


or 
@/work/acct/sysman/show7.sql

On the IFS Client as the “ifsm” user, the System Mgt drop down will show functions that a site POC would use.  For A08-14-02 sites, for Screen Roles and IFS System User.  For A08-15-00, for Screen Roles, IFS System User, Assign Screen Role, and Printer Management.



How do I produce the RPLANS files?

The RPLANS query is listed in the STORED QUERIES list if you have indicated using RPLANS on your Consolidation Site Information Checklist document.  You may run this anytime you wish.  It puts the 5 .dat files on a user’s c: drive in a TEMP folder (the files are spooled to c:\temp).  Ensure there is a TEMP folder and with correct permissions to write to that area.  When you "Run Query", click "Submit Report" only.  The screen flips to ORACLE and, once back to the Stored Queries screen, the 5 .dat files should have been written to the user's c:\temp folder (ex:  customer.dat).  

Back to Top


Where do I get the CITRIX Thin Client software?
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Hosted Applications

Welcome to the IFS Application Portal

Please log in

« Tolog in to the application portal, type your user name, password, and
dormain name in the boxes at left

« click the Log In button to log in

If you do not know your login information, please contact your help desk or system
administrator.

IFS Application Portal Message Centere

The NFuse Classic Message Center displays any informational or error messages
that may oceur,

A you do not have the Citrix 1CA Client (activex) for 32-bit Windows installed on
your system, you must install the ICA Client to launch the applications

Select the icon below to install the ICA Client.

84 Citrix ICA Web Client for 32-bit Windows
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To install the Citrix client, access the IFS Web site through the Internet at https://ifs.sdcl.lee.army.mil. You will be required to login using your AKO account and select the Integrated Facility link. Then select IFS production link and select CITRIX ICA Web Client for 32-bit Windows. Then open the application to install the latest Citrix client. This will require Microsoft Internet Explorer 5.5 or greater.
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What functions will be returned to the site in the near future?
Responsibility for IFS System Management functions will be divided between the Site POC and the Host SA(s).  These functions are a combination of both client and data server processes.  Site POC functions will also be available to the Host SA.
Site POC




Host SA
Client:





Server:

Interface File Transfer



Add User

Assign Screen Role



Remove User
Assign/Remove Contract for a User

Functional Security
RPLANS (stored query)


HQIFS






Clear HQIFS Disposal YRQTR
Server:

Unlock Oracle Account


Master ASIP UI Update
Change Oracle Password for a User

Attach File Management
Work Request Web User Management
IFS Auditing
Send Capitalization Data to DPAS

Historical Data Purge
Receive Transactions from DPAS

Oracle Database Reorg
View DPAS Interface Log


Backups (System, Production DB, Discoverer)
ISR





IEIS (cron)
Execute EOD (no DB backup)

Advanced E-mail Notification (cron)
Configure Supply OMA Funded Defaults
Site Unique Jobs (cron)
Functional Role Privileges Report
Reset Doc Ser No for Service Orders
Adjust Foreign Currency Conversion Rate
Task Code Utilization
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I don’t know how to get to the Work Estimating for SCP 15-00?
Using your browser go to the IFS website,  https://ifs.sdcl.lee.army.mil.  Click on “Integrated Facilities Systems Home” link, scroll down on the right side of the page  you’ll see a block with the word NEW in red, click on the  “Click Here” link.  This takes you to  IFS Systems Change Package (SCP) 15-00 Information” page.  Once on this page scroll down until you see a box with IFS downloads, then click on link “Click here for available Work Estimating Files”. Selecting this link you will be taken to an entry like this:

	                     Work Estimating -- SCP 15 Changes
                     (Posted 18 May 04)
	Download (.doc


Click on the “download” link and the Work Estimating SCP 15 Changes Document is displayed.  This document will  provided all the information needed.
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How do I get a new user added to the IFS System?

 The Site POC must request via e-mail to the Customer Assistance Office(CAO), cao@sdcl.lee.army.mil, that a user be added.  The e-mail should include the full name of the individual to be added.  We, IFS Fort Lee, will assign the userid to prevent duplications within the system.  E-mail will only be accepted from the Site POC or the Alternate. The e-mail should also include the name, phone number, and e-mail of the Site POC, and the alternate POC.
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How do I change my password for accessing the IFS System?

Login in to Citrix, select DPW Applications, click on IFS 15-00.  Login in to your IFS Client with your userid and password.  Select from the menu IFS Queries-(Ad Hoc Queries-( press ENTER.  At the SQL prompt type password then press ENTER. A message is displayed:  Changing password for OPS$username.  

When asked enter the…
Old Password:

New Password:

Retype new password:

If successful message Password changed is displayed
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How do I reconnect to Geographic Information System (GIS) now that my site is consolidated/hosted?
Some sites have a “local” GIS program.  It pulls data from their local IFS database. Now that the location of the database has moved to Fort Lee, the site has to  re-establish those links in the GIS software, pointing here to Fort Lee. When requested by the Site POC, we will assist the customer with a password and user ID, for whomever they decide will be using the GIS application.  We will also provide the SID and IP address of the server they are hosted on.  

          NOTE:  This only affects the people that had a local GIS and were using IFS 

          data before being hosted.
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How do I get into WinEstimator training?

Currently, there is no WinEstimator training scheduled. Training was available during the Oct 03 – May 04, timeframe.                  The training was funded by ACSIM and the regions determined personnel who attended the training. Because IFS Fort Lee, does not support WinEstimator training; any further inquiries should be addressed directly to the  WinEst
Corporation, telephone 1-800-950-2374, or go to there  www.winest.com.
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What is the difference between Work Estimating (WorkEst) and WinEstimator (WinEst)?

Work Estimating is an application to provide Planner and Estimators (P & E's) a means of computing work requirements using several different methods.  It is used to estimate the cost by work phase, using figures derived in WinEstimator. It can also provide actual costs by work phase or work request Entered into IFS through the Job Cost Accounting (JCA) module.

WinEstimator is comprehensive cost-estimating software. It is a Commercial Off-the-Shelf (COTS) application.  It is used to determine an estimate of how much it will cost to do a job, based on the data entered.
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What is WinEst/IFS Middleware?

It is an interface that allows the Estimator to transfer cost estimate data from WinEst to IFS. This estimate data is captured into a file and sent to the IFS Server. More information can be found on the IFS website https://ifs.sdcl.lee.army.mil/IFS/SCP15/SCP15-00.htm#WE
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How do I use System Management in a centralized environment?

1.  There are two aspects to the hosted System Management:  server applications and client applications.  The server applications reside on the IFS data server and will be executed via a telnet connection by the authorized UNIX user (most likely the site POC).  The client applications reside on the IFS applications server and will be executed via the IFS client screens by the ifsm user.  

2.  Contact IFS Customer Support, through the Customer Assistance Office (804-734-1051), to provide an authorized UNIX login that will be using telnet to log into the IFS hosting data server.  IFS System Support staff will grant that UNIX login with the necessary access to execute the System Management Menu on the IFS data server.

3.  Server side:  Once the necessary System Management access has been granted to the UNIX login , log into the IFS hosting data server from the telnet link in CITRIX.  The IP address of the specific server and the “sysmgt” password will be provided by the IFS Customer Support staff to an authorized site POC.  

a.  To initiate the System Management menu on the hosted IFS data server, log in via telnet using an authorized UNIX login and enter:   sysmgt
b.  IFS System Management Menu includes:  User Management, System Interfaces, Execute End-of-Day, Task Code Utilization, IFS Functional Role Privileges Report, Reset Doc Ser No for Service Orders, Adjust Foreign Currency Conversion Rate, and Configure Supply OMA Funded Defaults.  


(1) User Management Menu includes:  Unlock ORACLE Account, Change ORACLE Password for a User, and Work Request Web User Management.


(2) System Interfaces Menu includes:  Load ISR Data and DPAS Interface.



(3) Execute End-of-Day involves processing the end of day software excluding a DB/ISAM backup (data export).



(4) Task Cost Utilization provides the capability to make task code mandatory or optional for labor transactions.



(5) IFS Functional Role Privileges Report lists the roles and information about that role (ex:  privilege assigned to that role per program_control_id).



(6) Reset Doc Ser No for Service Orders resets the database sequencer used to generate the unique Service Order document serial number.



(7) Adjust Foreign Currency Conversion Rate that represents the value of one U.S Dollar expressed in host nation currency.



(8) Configure Supply OMA Fund Defaults allows for changing the default Supply OMA fund APC and changing the default Supply OMA fund EOR.

4.  Client side:  Log in through CITRIX to the IFS screen.  Log into IFS screen as “ifsm”.  The System Mgt option will be available to process the following options:


a.  Screen Role = Create local roles and assign appropriate privileges.


b.  Assign Screen Role = Add users to specific screen roles whether local or broadcast.


c.  Assign User Contract = Assign user login to specific contract number(s).


d.  IFS System User = Assign client attachments directory and/or PDA synchronization directory to a specific login.


e.  Printer Management = Add, delete, and modify IFS system printer names and identify the default printer (especially for EOD printouts).


f.  Interface File Transfer:  This screen transfers interface files both from and to the IFS data server.  Files sent from IFS are archived on the server automatically.  Files received into IFS are placed in the $DATA directory with the exception of the COTS Estimate Data files which are placed in the $DATA/est_hold directory.  Note that the available options are dependent upon the site’s interface environment.

(1) Transfer file from IFS server to the user’s PC for STANFINS/DJAS (A40AKB) and Master Job Order (AKJCUB).  File may then be transferred from the user’s PC to the financial center by issuing the ftp command from the MS-DOS command prompt.

(2) Transfer file to IFS server from the user’s PC for APC Master (AXWAVK or OFCMSTR), COTS Estimate Data, ISR (data.txt), Cost Data (COSTS), Material – ZM1/D6A (fess), and Cost Input (COSTFILE).  
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What comprises a Citrix / Oracle  password?

A Citrix password is 10 characters.  One number, one uppercase letter, one special character.   Ex:  2Bspecial*

Oracle passwords cannot contain any special characters and cannot begin with a number

and can be any length. The USERID cannot exceed 7 characters, therefore we do not use more than 7 characters for CITRIX to eliminate you having two different USERIDs to remember.   Ex: 2Bspecial  (PASSWORD)     Ex:  anyuser  (USERID)

Back to Top


WinEst / Work Estimating / Middleware Troubleshooting FAQ’s
    1. How do I install WinEst?

To install the WinEst software, follow the instructions that were provided with the  v8.0.1 CD or call WinEst Corporation at 1-800-950-2374 or direct at (253) 395-3631.

    2. Where do I find the instructions to load the Middleware?

Instructions to load the Middleware can be accessed on your IFS client by going to the Help menu, click on System Overview (Technical User’s Guide (TUG), and scrolling down to the last entry.  Also, you can go to the IFS website, go to The Latest IFS Information section, click on the latest information for the current SCP, and then the Work Estimating section. The Work Estimating Middleware software is found on your SCP-15 CD.  

   3. What is the FTP password used in the installation of the Middleware? 
For security reasons you will be required to contact IFS by phoning CAO at (804) 
734-1051 to obtain the password.

    4. What IP address should I use when installing the Middleware?   
For security reasons you will be required to contact IFS by phoning CAO at (804) 
734-1051 to obtain the password.   (It is dependant on the address of your data server).

     5. When WinEst fails to successfully export what can I do to troubleshoot? 

Check the ftpTrans.log on the user’s PC by typing the following:

At the command prompt  cd %TEMP%  <ENTER>.

Command line returned, type dir to locate the ftpTrans.log file.

To open the log file: type type ftpTrans.log and scroll to the bottom of the file, check for error messages.  If you cannot determine what the problem is, have your Site POC call CAO and initiate a guidance call for assistance.  Be sure to site the error when opening the guidance call.
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1 Function will become Site POC responsibility once technical issues have been resolved.





